
UNLOCK FCA SECURE GATEWAY 
PROTECTED VEHICLES SEAMLESSLY

“ If you can’t do 
something as 
simple as clear a 
code, you’ve lost 
that customer. 
- MARLON SILVA 

Uncover the truth

Uncover the truth at  
bosch-ads.com/secure-gateway



Uncover the truth about OEM security 
requirements with Bosch ADS
Bosch ADS Series tools are licensed by FCA to support secure access to unlock 
the Secure Gateway Module (SGW) found in late model vehicles – seamlessly 
and within seconds.

What is Secure Gateway (SGW) Module and what is impacted?
u  More OEMs are implementing security  

measures on new vehicle models to protect the 
vehicle’s communication networks from potential 
cyber-attacks.

u  Starting with most 2018 models, FCA implemented 
a Secure Gateway (SGW) Module, similar to a 
“firewall”, to protect the vehicle network.

u  Only licensed diagnostic tools with Internet access 
are compliant to properly unlock the Secure 
Gateway tester authentication process to perform 
certain diagnostic functions.

u Diagnostic fuctions requiring SGW unlock:
u  Clearing DTCs
u  All bi-directional functions (calibrations, 

relearns, actuations, and adjustments)

What are the requirements to access SGW-equipped vehicles?
Unlocking FCA Secure Gateway Module-protected vehicles with Bosch ADS requires 2 steps

1. AutoAuth Account Set-up: 

Complete a one-time account setup and tool 
registration with AutoAuth. 

Check info.autoauth.com or webapp.autoauth.com for  
more details on user account and tool registration setup.

2. Bosch ADS Tool Requirements

Update your Bosch ADS software to version 4.0 or 
higher, connect to the internet and enter AutoAuth 
credentials when prompted on tool. 
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It’s time to uncover the truth
Visit bosch-ads.com/secure-gateway to 
learn more and see why more shop owners 
and technicians are choosing Bosch ADS.


